
June 14, 2022 

Nihon Kohden Corporation 

 

Response to uClibc, uClibc-ng Libraries Vulnerability 

 

Dear Customers, 

 

Nihon Kohden has analyzed a DNS cache poisoning vulnerability related to uClibc, uClibc-ng 

libraries (CVE-2022-30295) which was released on May 9, 2022. We have been investigating 

the software and certain system components of Nihon Kohden’s products.  

 

Nihon Kohden will continue monitoring the market situation of any vulnerability and share any 

information in the Nihon Kohden global website if we have any updates. 

 

Please feel free contact our following URL with any questions and concerns if you have. 

Contact Us | Nihon Kohden Global Site 

 

https://www.nihonkohden.com/contact/index.html

