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Response to Log4Shell Vulnerability 

 
Dear Customers, 
 
Nihon Kohden has analyzed a remote code execution vulnerability related to Apache Log4j (a 
logging tool used in many Java-based applications) which was released on December 9, 2021. 
We also analyzed the source code of Nihon Kohdenʼs products. As the conclusion, it was 
determined that our products are not affected by these vulnerabilities. 
 
Nihon Kohden will continue monitoring the market situation of any vulnerability and share any 
information in the Nihon Kohden global website if we have any updates. 
 
Please feel free contact our following URL with any questions and concerns if you have. 
Contact Us | Nihon Kohden Global Site 
 

https://www.nihonkohden.com/contact/index.html
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